List of the Possible Questions

#1: What is DMZ (Di-Militarized Zone)?

#2: What is DMZ for (what are the primary purposes of using DMZs)?

#3: Mention two different types of next-generation firewalls (attach a brief description of what they do).

#4: What are “honeypots”?

#5: What are the major motivations for using honeypots?

#6: What are “high-interaction honeypots”?

#7: What are the primary disadvantages in using high-interaction honeypots?

#8: What are “low-interaction honeypots”?

#9: What are the primary disadvantages in using low-interaction honeypots?

#10: What are “physical honeypots”?

#11: What are “virtual honeypots”?

#12: What are “client-side honeypots”?

#13: What are “honeynets”?

#14: What are the two primary advantages in using “honeynets” (instead of using a honeypot)?

#15: What are the two legal requirements and one ethical use of honeypots?

#16: What is the primary technique attackers use to detect (or distinguish) honeypots from real production servers?